KoMIu1eKT 0LleHOYHBIX MATEPHUAJIOB 10 JUCIUILINHE
MJK. 04.02 O6ecrieucHre nHGOPMAIIMOHHON 0€30IIaCHOCTH KOMIIBIOTEPHBIX CETEH
10 CIIEIIMAIbHOCTH
09.02.01 KoMIIBIOTEpHBIE CUCTEMBI M KOMIIIEKCHI

3aHaHHH 3aKPLITOI'0 THUIIA

3aIlaHl/Iﬂ 3aKPLITOI'0 THIIA HA BblﬁOp NMPpaBUWJIBHOI'0 OTBETA

3amanue 1:

Yro Takoe firewall B koHTeKkcTe HHPOPMALITMOHHOM 0€30MMaCHOCTH KOMITBIOTEPHBIX
ceTen’?

A) Ilporpamma s mndpoBaHUsl TaHHBIX Ha )KECTKOM JTUCKE.

B) YcrpoiicTBo mnu nmporpaMMHoe obecrieyeHue, KOHTPOIUPYIOIIEE BXOAALIUN U
UCXOSAIINN CeTeBOU TpadUK MO 3aJaHHBIM IIPABUIIAM.

C) UHcTpyMeHT 11 pe3epBHOIO KONUpPOBaHus (Hhailiios.

IIpaBuiabHbIi oTBET: B

Komnerennuu (nuaukarops): OK 1

3amanue 2:

Kakoi1 mpoTOKOI UCTIONB3YETCA I CO3[IaHUs 3alUIIECHHOTO COCIUHEHUS B
WHTEpHETE, HalpUMEp, NPU OHJIaH-O0aHKUHTe?

A) HTTP.

B) FTP.

C) HTTPS.

IpaBuiabubii oTBeT: C

Komnerennmu (naaukaropsi): OK 2

3amanue 3:

Uto takoe VPN u 3aueM OHO IPUMEHSAETCS] B KOMIIBIOTEPHBIX CETAX?

A) Bupycnas 3amura 115 nepCoOHalIbHbIX KOMITBIOTEPOB.

B) Buprtyanbnas yactHas cetb, oOecmeunBarorias 6€30macHoe COSANHEHUE Yepes
nyOJIMYHbIE CETH.

C) IIporpamma aJis yCKOpPEHUS 3arpy3Ky BeO-CTPAHMII.

IIpaBuiabHbIN oTBET: B

Komnerenuun (uaaukaropsi): OK 3



3ananue 4:

Kakoli Tun ataku 3aKIF09aeTCs B MACCOBOM OTIIPaBKE 3alPOCOB Ha CEpBEP C LEITbI0
ero meperpy3ku?

A) ®OuiuHr.

B) DDoS-araxka.

C) SQL-uuBbEeKIHS.

IIpaBuiabHbIl oTBET: B

Komnerenuuu (unaukatopsi): OK 4

3amanue 5:

Yro Takoe IDS (Intrusion Detection System) B cuctemax HHPOPMALIMOHHON
0e3onacHoCTH?

A) Cucrema st i poBaHUS TAPOJICH.

B) Cuctema oOHapyKeHUs BTOPKEHHI, KOTOpasi MOHUTOPUT CETh HA MPEAMET
IIOJI03PUTEIBHON AKTUBHOCTH.

C) UucTpyMeHT 111 0OHOBJIEHMSI ONIEPALlMOHHON CUCTEMBI.

IIpaBuiabHbIi oTBET: B

Komnerenmu (nuaukaropsi): OK 5

3amanue 6:

Kakoii MeTo mmdpoBaHus TaHHBIX UCHOIb3YETCS ISl 3aIlUTHI HH()OPMALIUK BO
BpeMsI IIEpeIau 1o ceTu?

A) CummetpuuHoe mudpoanue (Hanpumep, AES).

B) Tosbko XxpaHeHUE TaHHBIX B OOJIaKe.

C) Pe3epBHOE KONMMPOBaHWE HA BHEIITHUHN JUCK.

IIpaBuibHBINA OTBET: A

Komnerenuuu (unaukatopsi): OK 6

3amanue 7:

Urto moapazymMmeBaeT 1moj; co0oit "cormanbHas MHXeHepus ' Kak yrposa
uH()OPMAITMOHHON 6€301aCHOCTH?

A) duzndeckoe MOBPEKICHUE CEPBEPOB.

B) Manumnymsiiust TroApMu JJ1s TOTy4YeHus1 KoH(HUIeHnansHoi nHdopmanmu 0e3
TEXHUYECKUX B3JIOMOB.

C) ABTomaTnyeckoe ckaHupoBanue ysa3sumocteit 110.

IIpaBuiabHbIl 0TBET: B

Komnerenuuu (uaaukaropsl): OK 7



3amanue 8:

Kakoii craniapT uCofib3yeTcs JUisl OLIEHKH U YIIpaBJIeHUS! pUCKaMHU B
nH(OPMAIMOHHON O€30MTaCHOCTH CEeTe?

A) 1SO 27001.

B) TCP/IP.

C) HTMLS.

IIpaBWiIbHBINA OTBET: A

Komnerenuun (uaaukaropsi): OK 8

3amanue 9:

Yro Takoe aByxdakropHasa ayreHTUuKaus (2FA) u mouemy oHa BaxkHa s
0€30I1acCHOCTH ceTei?

A) Meton, TpeOyrouuii TOJIbKO MapoJib ISl BXOA.

B) Merona, TpeOyromuii 1a Tuna BepupuKauu (Hampumep, napois + kog uz SMS),
JUIS TIOBBILIEHUS 3aIUTHI OT HECAHKIIMOHUPOBAHHOTO JIOCTYTIA.

C) Cnoco6 mudpoBanus (HaityioB HAa yCTPOMCTBE.

IIpaBuiabHbIi oTBET: B

Komnerentun (uaaukatopsl): OK 9
3ajaHusi 3aKPHITOr0 THIA HA YCTAHOBJIEHUE COOTBETCTBUSA

3aganue 1:

YcranoBute coorBerctBHe: Firewall — aTo0...

A) IIporpamma a1 co3aaHusi pe3epBHBIX KOMUA TaHHBIX.

B) YcrpoiictBo nnu 110 ans koHTposia cereBoro Tpaduka no npaBuiam
0€30MacHOCTH.

C) UucTpyMeHT 1 I ppoBaHUs MAPOJIEH MOIb30BaTENEH.
IIpaBuiabHbIi 0TBET: B

Komnerenuun (uaaukatopsi): OK 1

3amanue 2:

VYcranosute coorBerctBue: HTTPS — a10...

A) Iporokon nnst nepenayuu daiaoB 6e3 mudpoBaHUs.

B) IIpoTokon aJist 3aUIEHHON TTepeJayu JaHHBIX 110 UHTEPHETY.
C) Crannapr as 6ecipoBoaHbIX ceTeir Wi-Fi.

IIpaBuiabHbIN oTBET: B

Komnerenuuu (uaaukaropsl): OK 2



3amanue 3:

YcranoBure coorBerctBUe: VPN — 310...

A) Cucrema 117151 0OHapy>KE€HUSI BAPYCOB Ha KOMITBIOTEPE.

B) TexHomnorus 115 co3aanusi 6€30MacHOro TyHHENS B MyOJIUYHBIX CETSIX.
C) Meton pe3epBHOTO KOnMpoBaHus ¢haiioB B 00JIaKO.

IIpaBuiabHbIl oTBET: B

Komnerenuun (uaaukaropsr): OK 3

3ananue 4:

Ycranosure coorBercTBUe: DDoS-araka — 370...

A) Metoa MaHUMYJIALMY JIFOABMHU JIJIS1 TOTy4YeHUs] THQOPMAIIUH.

B) Artaka, HanpaBiieHHasl Ha EPETPY3Ky CepBEpa MHOKECTBOM 3aIPOCOB.
C) Bueapenue BpeJoHOCHOTO KOjia B 0a3y JaHHBIX Yepe3 (hOPMBI.
IIpaBuiabHbIN 0TBET: B

Komnerennuu (nuaukarops): OK 4

3amanue 5:

VYcranoBute coorBercTBHE: IDS (cuctema oOHapyKeHUS BTOPIKEHUM ) — 3TO...
A) MucTpyMeHT 115 mu@poBaHusi COOOIIEHUN B MECCEHIKEpax.

B) Cuctema MOHUTOpPHHTA CETU HA TIPEAMET MOAO3PUTEILHON aKTUBHOCTH.

C) [Iporpamma mist aBToMatuueckoro ooHornenus [10.

IIpaBuiabHbIi oTBET: B

Komnerenuuu (unaukaropsi): OK 5

3aganue 6:

VYcranoBute coorBeTcTBrE: CuMMeTpudHoe mudpoanue (Hanpumep, AES) — s1o...
A) Meton, rae ko4 mudpoBaHUs OTIMYAETCS OT KII04a AP pPOBaHUS.

B) Merona, ncnonb3yrouuil OJIMH K104 Uil u(poBaHus U JeU(PPOBAHUS TaAHHbBIX.
C) Cnoco0 xpaHeHus JTaHHBIX 0e3 MudpoBaHUs HA CepBEpE.

IIpaBuiabHbIl 0TBeT: B

Komnerentiun (maaukaTopsl): OK 6

3amanue 7:

VYcranoBute coorBeTcTBHE: ColMalibHAs HHAKEHEPUS — 3TO...

A) ®uznueckoe MOBPEXKICHUE CETEBOT0 000PYI0BAHUS.

B) TexHnka MaHUTTYJISIITAY JIFOABMHU JIJIS1 TTOJTYICHUS KOH(MUICHITUATHHBIX TAHHBIX.
C) ABTOMaTHYECKUIl aHATU3 YA3BUMOCTEN B IPOTPAMMHOM OO€CTICUEHUH.
IIpaBuiabHbIl oTBET: B



Komnerenuun (uaaukaropsi): OK 7

3amanue 8:

Ycranosute cootBetcTBHE: CTanmapt ISO 27001 — 37o0...

A) [IpoToko:a ajis MapIIpyTU3alMK MaKeTOB B CETH.

B) Crannapt aiist yripaBieHuss ”HOOPMAIIMOHHOM 0€30MMacHOCTBIO.
C) ®opmar a1t BeO-cTpaHuIl.

IIpaBuiabHbIl oTBET: B

Komnerenuun (uaaukaropsi): OK 8

3aganue 9:

VYcranoBute cooTBeTcTBHE: JByXx(hakTopHas ayreHTupukauus (2FA) — 3To...
A) Metoj Bxoja TOJIBKO C OJJHUM MapOJIEM.

B) Meroa Bepudukanuu ¢ AByMs Gpakropamu (Hanpumep, napoib + OMOMeTpus).
C) Cnoco0 mudpoBanus (aitioB Ha JIOKAIIBHOM JUCKE.

IIpaBuiabHbIi oTBET: B

Komnerentun (naaukatopsl): OK 9

3ajanus = 3aKpbLITOr0  THNA  HA  YCTAHOBJEHHE  NPABHJIbHOM
M0CJIeI0BATEJIbHOCTH

3amanue 1:

YcTaHoBUTE OCIEA0BATENBHOCTD IATOB MPU HacTpoike 6azoBoro firewall qis
3aILUTHI CETH:

A) 1. Onpenenuts npaBuia gocryna; 2. YcranoButs firewall; 3. [IpoTectupoBathb
KOH(UTrypanuio.

B) 1. Ycranosurts firewall; 2. Onpenenuts npaBuiia noctyna; 3. [IporectupoBats
KOH(Urypanuro.

C) 1. IIporectupoBats kKoHpuUrypamuio; 2. Ycranosuts firewall; 3. Onpenenuts
npaBuiia JOCTYTIA.

IIpaBuiabHbIi 0TBET: B

Komnerenmuu (naaukatopsi): OK 1

3amanue 2:

YcraHoBuTe MOCIIEIOBATEIHHOCTH IIATOB B MpOIecce ABYX(hakTOpHOM
ayrentudukanuu (2FA):

A) 1. Bectu napouib; 2. [loayunuts koa moatrBepxkaeHus; 3. BBecTu ko s
JOCTYyTIA.



B) 1. Ilonyuuts koa noaTBep:kaeHus; 2. BBectu napons; 3. BBecTu Ko 1ist
JOCTYyTIA.

C) 1. Beectu xon s noctyna; 2. Beectu naposns; 3. [Tonyuants Koj
MOATBEPKIACHUS.

IIpaBWiIbHBINA OTBET: A

Komnerenmuu (naaukatopsi): OK 2

3amanue 3:

VY cTaHoBUTE NOCIEA0BATENBHOCTD IIATOB MIPU IPOBEICHNUHN MTEHTECTA (TECTUPOBAHMS
Ha IPOHUKHOBEHHE) B CETHU:

A) 1. Ananu3 pe3ynbTaToB; 2. CkaHupoBaHue ya3Bumoctei; 3. [manupoBanue
aTaku.

B) 1. IlnanupoBanue ataky; 2. CKaHUpOBaHUE YS3BUMOCTEM; 3. AHAIU3
pPE3yIBTaTOB.

C) 1. CxanupoBaHnue ya3BuUMocTei; 2. AHanu3 pe3ynapTaToB; 3. [InanupoBanue
aTaKu.

IIpaBuiabHbIi oTBET: B

Komnerenmuu (naankaropsr): OK 3

3ananue 4:

YcTaHoBUTE NOCEA0BATENBHOCTS I11ar0B B Mpoliecce MU(PPOBaHUS TaHHBIX C
HCIMOJIb30BaHWEM CUMMETPUUYHOTO0 Kiitoua (Hanmpumep, AES):

A) 1. I'enepupoBats kitou; 2. 3ammudposars nannblie; 3. [lepenats kiou
MOJIy4aTelto.

B) 1. 3ammdpoBats nanssle; 2. I'enepupoBats kitoy; 3. Ilepenats kirou
MOJIy4aTelto.

C) 1. Ilepenats kir04 mojrydarento; 2. 'eHepupoBath kiatoy; 3. 3amudppoBaTh
JTAaHHBIE.

IIpaBuibHBIN OTBET: A

Komnereniuu (nuaukatopsl): OK 4

3amanue 5:

YcTraHoBUTE MOCIEA0BATEIBLHOCTD IATOB MpU pearupoBannu Ha DDoS-araky:

A) 1. U3onupoBaTh aTakyemslii cepBep; 2. OOHapyKuTh aTaky; 3. BoccTaHOBHUTH
HOPMAaJIbHYIO PaboTy.

B) 1. O6napyxuts araky; 2. M3onupoBath aTakyeMblii cepBep; 3. BocctaHOBUTH
HOPMaJIbHYIO PadoTy.

C) 1. BoccraHoBUTH HOpMaTbHYIO padoTy; 2. OOHapyXuTh aTaky; 3. M3omupoBarhb
aTaKyeMbIl CEPBEP.

IIpaBuiabHbIl oTBET: B



Komnerennun (naaukatopsi): OK 5

3amanue 6:

YCcTaHOBUTE TOCIEN0BATEILHOCTD IIAr0OB B IIpoliecce HacTporku VPN-coenunenus:
A) 1. YcranoButh VPN-knuenT; 2. BBectu yuetHsle nannbie; 3. [loakmounThCs K
cepBepy.

B) 1. Brectu yuetHsie nansbie; 2. YcranoBuTh VPN-kiuenT; 3. [ToakmouuThes K
cepBepy.

C) 1. lloakmrouuthes K cepBepy; 2. YcraHoBUTh VPN-kinenT; 3. BBecTu yueTHble
JIaHHEBIC.

IIpaBuibHBINA OTBET: A

Komnerenmnun (naaukatopsl): OK 6

3aganue 7:

VY cTaHoBUTE TOCIIEIOBATEILHOCTD IIArOB B aTaKW COLIMAIbHOM UH)KEHEPUHU
(Hanpumep, GUIITHHT):

A) 1. OtnpaButh nojjiesibHOe coodieHue; 2. [lonyduTs OTBET KEpPTBHI; 3.
Hcnonb30BaTh MOTYyYEHHbBIE JAHHBIE.

B) 1. IlonyuuTs oTBET kepTBbI; 2. OTIPaBUTH MOJICIBHOE COOOIICHHE; 3.
Hcnonb30BaTh MOTYyYEHHbBIE JAHHBIE.

C) 1. Ucnonb3oBath MotydeHHbIEC JaHHBIC; 2. OTIpaBuTh NOAAEIBHOE coolIIeHue; 3.
[Tony4nuTh OTBET KEPTBHI.

IIpaBuibHBINA OTBET: A

Komnerennuu (naaukatopsr): OK 7

3aganue &:

YcranoBUTE MOCHEAOBATENBHOCTD IATOB NPpHU BHeApeHuu crangapra [SO 27001 B
OpraHu3alNu:

A) 1. IIpoBectu aynur; 2. Pazpaborars nonutuky 0e3onacHocty; 3. [lonyuuts
cepTudukar.

B) 1. Pa3paborats nonutuky 6ezonacuoctd; 2. [Iposectu ayaut; 3. [lomyuuts
cepTudukar.

C) 1. [Monyuuts ceptudukar; 2. Pazpaborats monmutuxy 6e3omnacuocty; 3. [IpoBectu
ayJuT.

IIpaBuiabHbIl 0TBET: B

Komnerenmun (naaukatopsi): OK 8



3amanue 9:

YcraHoBuTE TOCIENOBATENBHOCT 1IAroB B mpoiiecce oOHoBieHus [1O s
yCTpaHEHHUSI ySI3BUMOCTEH:
A) 1. Cxauatp 0OHOBIIEHUE; 2. Y CTaHOBUTH OOHOBJIEHUE; 3. [lepe3arpy3uTs cuctemy.
B) 1. Ycranosuts oOHOBNeHuE; 2. Ckauath 0OHOBIeHUE; 3. [lepe3arpy3utb cuctemy.
C) 1. Ilepesarpy3uts cuctemy; 2. Ckayatb 0OHOBJICHHE; 3. Y CTaHOBUTH OOHOBIICHHUE.
IIpaBWiIbHBINA OTBET: A

Komnerennun (naaukatopsr): OK 9

3aHaHHH OTKPBITOI'0 THUIIA

?ballaHl/Iﬂ OTKPLITOT0 TUIIA HA TOIIOJTHCHUE

3aganue 1:

Firewall — 310 ycTpORCTBO, KOTOPOE 3aLIHUIIACT CETh OT JOCTyTIA.
IIpaBU/IbHBINA OTBET: HECAHKIIMOHUPOBAHHOI'0

Komnerenmuu (naaukatopsi): OK 1

3amanue 2:

VPN (Virtual Private Network) ucrnonb3yeTcst 1u1si Co31aHus COEIMHEHUS
yepe3 MyOJIHMYHYIO CETh.
IIpaBU/IbHBIA OTBET: 3ALUUIIEHHOTO

Komnerennuu (naaukatopsl): OK 2

3aganue 3:

IDS (Intrusion Detection System) — 3to cuctema, KoTopasi 0OHApYKUBAET U
YBEAOMIISIET O B CETH.
IlpaBWIbHBINH OTBET: BTOPKEHUSIX

Komnerennun (naaukatopsl): OK 3

3amanue 4:

— 9T0 MeTOJI U POBAHUS, P KOTOPOM OJIUH U TOT K€ KITFOU UCIIOJIb3yETCsI
1t mudpoBanus U aemudpoBaHus TaHHBIX.
IIpaBuibHbIH 0TBeT: CUMMETPUYHOE

Komnerennun (naaukatopsi): OK 4



3amanue 5:

JByxdakTopHas ayreHTudukamnus (2FA) tpedyeT oT nmosib3oBates Mpe0CTaBUTh
napoyb U dakTop, TaKOW KaK KOJ U3 MPHIOKCHUS.
IIpaBUJIBHBIH OTBET: BTOPOM

Komnerenmuu (naaukaropsr): OK 5

3amanue 6:

ConuanbHasi MUHXEHEPHUS — 3TO TEXHUKA aTaKu, OCHOBaHHAs HA MaHUITYJISLUH
IS TIOJTyYeHUsl KOH(GUICHIINATbHOU HH()OPMALINH.
IIpaBUIBLHBINA OTBET: JIOAbMH

Komnerennun (nuaaukatopsl): OK 6

3aganue 7:

DDoS-araka (Distributed Denial of Service) HampaiieHa Ha Ieperpy3Ky cepBepa
MHO>KECTBOM 3aIIPOCOB JIJIS €TO
IIpaBUIbHBINA OTBET: OTKJIOYEHHS

Komnerenmuu (nuaaukaropsr): OK 7

3amanue 8:

Crangapt ISO 27001 onuceiBaeT TpeOOBaHUS K CUCTEME uHdopmaruu B
OpraHU3alluu.
IIpaBUIbHBIN OTBET: YIIPABJICHUSA

Komnerenmuu (naaukatopsi): OK 8

3aganue 9:

[lenTect (TecTMpOBaHUE HA TPOHUKHOBEHUE) — ATO CUMYJISIIIUS aTaku JUisl
BBISIBJICHUS YSI3BUMOCTEH B CETH.
IIpaBu/IbHBINA OTBET: peajibHOM

Komnerenmuu (naaukaropsr): OK 9
3agaHus OTKPBHITOIO THIIA ¢ KPATKHUM CBOOOAHBIM OTBETOM

3amanue 1:

YTo 3ammMuiaeT CeTh OT HECAHKIIMOHUPOBAHHOTO AOCTyNa?



Ortsert: Firewall (bpanamaysp)
Komnerenmuu (maaukatopsi): OK 1

3aganue 2:

Kak Ha3bIBaeTcs npoiiecc 0OHAPYKEHUS U YCTPAHECHUS YA3BUMOCTEMN?
OtBeT: Aynut
Komnerenmuu (naaukaropsi): OK 2

3amanue 3:

Kakoii npoTokoi obecneunBaeT mudpoBaHUE JAHHBIX B CETH?
Otser: SSL
Komnerennun (naaukatopsl): OK 3

3amanue 4:

Urto ucnonb3yercs ajis ayTeHTUGUKAIIMK TOJIb30BaTeNs?
Otger: I1aposb
Komnereniuu (naaukatopsl): OK 4

3amanue 5:

Kak HaspiBaeTcs nporpamma, Kotopas 00HapyxuBaet BpegonocHoe [10?
OtBeT: AHTUBUPYC
Komnerennun (naaukatopsl): OK 5

3amxanue 6:

Yrto obecreunBaeT 11eJI0CTHOCTh IAaHHBIX TIPU Tiepeaade?
OtBeT: X311
Komnerenmuu (naankaropsi): OK 6

3amanue 7:

Kak Ha3pIBaeTCst METO/1 3aIUTHI IAHHBIX C TOMOIIBIO KOJIUPOBAHUS?
Otger: lludpoBanne
Komnerenmuu (naaukatopsl): OK 7



3amxanue 8:

UTto npeaoTBpaniaeT nepexsar JaHHBIX 37T0YMBIIIICHHUKAMU ?
Otset: VPN
Komnereniuu (maaukatopsi): OK 8

3anganue 9:

Kak Ha3piBaeTcs cucteMa, KOTopasi KOHTPOJIUPYET JIOCTYII K pecypcam CeTu?
Otet: ACL (Access Control List)
Komnerennun (naaukatopsr): OK 9

Banamm OTKPLITOT0 TUIIA C PAa3BEPHYTHIM OTBETOM

3aganue 1:

Kparko onumute, uto Takoe firewall u ero ocCHOBHYI0 ()yHKIIUIO B 3aIIIUTE CETH.
IIpaBuiabHbli oTBeT: Firewall — 310 ycTpoMCTBO MJIM POrpaMMHOe
o0ecrnevyeHne, KOTOPOe KOHTPOJIUPYeT BXOAAIIMIA M HCXOASIIUN ceTeBOoM
TpapuK HA OCHOBE NMpeaoNpeAeJTéHHBIX NPABUJ 0€30I1aCHOCTH, OJIOKUPYH
HECAHKIUOHMPOBAHHBIN J0CTYII.

Komnerenmuu (naaukatopsi): OK 1

3amanue 2:

OObsicauTe, uTo Takoe VPN u moueMy OH UCTIONB3YETCs IS 3alUThl JaHHBIX B
CETH.

IpaBuiabubiid oTBeT: VPN (Virtual Private Network) — 310 TexHoJsiorus,
CO312a101IAS 3alIMIIEHHOE COCAMHEHHE Yepe3 MyOJUYHYI0 ceTh (Hanmpumep,
HHTEepHeT), udpys Tpaduk st odecneyeHus1 KOHPUIEHIIMATBLHOCTH U
AHOHMMHOCTH.

Komnerenmuu (naaukaropsr): OK 2

3amanue 3:

Kpatko onummre npuniumn padotsr IDS (cucteMbl oOHapyKeHUs BTOPKESHHI) B
KOMITBIOTEPHOU CETH.

IIpaBuabHblii oTBeT: IDS ananu3upyeT ceTeBoil TPa(PUK U JKYPHAJIbI CHCTEMbI
HA HAJIMYHE MOA03PUTEIbHON AKTUBHOCTH WJIM BTOPKEHUIl, YBeIOMJISAS
aIMUHUCTPATOPOB 0 MOTEHUHUAJIBHBIX YIPO3aXx.

Komnerennun (naaukatopsl): OK 3



3ananue 4:

Urto Takoe cuMMeTpu4YHOE MU(GPOBAHUE U B UEM €r0 OCHOBHOE MPEUMYIIIECTBO
nepes aCUMMETPUYHBIM?

IIpaBuibHbIi 0TBeT: CHMMeETPHYHOE IIM(POBAHNE UCIIOJIb3YET OAUH U TOT Ke
KJIK0Y 17151 IIU(POBaHUA U AeIIN(POBAHUA JAHHBIX; €r0 MPeuMyLIecTBO —
BBICOKAsl CKOPOCTh, HO CJI0KHOCTb 0€3011aCHOT0 00MEHA KJIIOYO0M.

Komnereniuu (uamukatopsl): OK 4

3amanue 5:

OOBbsicHUTE, YTO Takoe AByX(akTopHas ayreHTuPuKauus (2FA) 1 3a4emM OHa Hy>KHA.
IpaBuiabHbii 0TBeT: 2FA — 3T0 MeTOA ayTeHTU(PUKALMHU, TPEOYIOLIMIA ABYX
(pakTopoB (Hanpumep, NaApPoJIb U KOA U3 NPUJI0KEHUS ), 1151 NOBbILLICHUS
0€30IaCHOCTH U 3aIUMTHI OT KPAKU YYETHBIX JAHHBIX.

Komnerennun (naaukatopsl): OK 5

3ananue 6:

Kparko onummure, 4To TaKO€ COLMANIbHAS UHKEHEPHUS U KaK OHA UCIOJIb3YETCS B
aTaKax Ha CETH.

IIpaBuibHbIi 0TBeT: ColHAIbHAS MHIKEHEPUS — 3TO MAHMILYJISIIUS JIIOAbMH
JJIA TOJIyYeHH! KOH(PUACHIUAIBbHON MH(POPMALMH WM T0CTYIIA, YACTO Yepes
00MaH, Tak0i KaKk QUIIMHI WIN MOJJe/IbHbIe 3BOHKH.

Komnerenmuuu (uaaukaropsl): OK 6

3aganue 7:

Yrto takoe DDoS-araka n KakoBBI €€ IOCIECACTBUS I CETH?

IpaBuiabHbiid oTBeT: DDOS (Distributed Denial of Service) — 310 ataka, npu
KOTOPOI MHOKeCTBO YCTPOMCTB MEPErpyKaioT cepBep 3anpocaMu, NPUBOIA K
€ro HeJ0CTYITHOCTH U MoTepe yCJyTr.

Komnerennuu (naaukatopsl): OK 7

3amanue 8:

Kpatko onummmre, 9to npeacrasisieT coooit cranaapt SO 27001 u ero posb B
nH(OPMAITMOHHON OE30MTaCHOCTH.

IIpaBuabHbii oTBeT: ISO 27001 — 3T0 MeKAYHAPOAHBIN CTAHAAPT MJIS
ynpaBjieHus HHPOPMALMOHHOI 0€30MIACHOCTHI0, YCTAHABJINBAK M
TPeOOBaHUA K CHCTEMAaM 3alllUThI JAHHBIX B OPraHu3amusx.

Komnerenmun (naaukaTopsl): OK 8



3amanue 9:

OOBsICHUTE, YTO TAKOE MEHTECT (TECTUPOBAHKE HA MPOHUKHOBEHUE) U 3a4EM OHO
MIPOBOJUTCS B CETSIX.

IpaBuiabHbil 0TBeT: [IeHTECT — 3TO CUMYJISIMSA PeaJIbHbIX ATAK HA CUCTEMY
JJIS1 BHISIBJICHUS] YA3BUMOCTeEH, ¢ HeJIbI0 UX YCTPAHECHHUS 10 TOI0, KAK UMM
BOCIIOJIb3YKOTCH 3JI0OYMbIIIJICHHUKH.

Komnerennun (naaukatopsr): OK 9



